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To every employee of the Peak District National Park Authority 

 

Dear Colleague 

As employees in local government service we are expected to maintain conduct of the highest standard so that 

public confidence in our integrity is upheld. 

We have updated and supplemented this Code with additional policies and guidance (as listed on the front 

cover).  These are included at the end of this Code of Conduct.  Please read them carefully as they have direct 

relevance to your work with the Peak District National Park Authority. 

A routine monitoring process has been implemented across all declarations and permissions given under the 

policies and guidance in the Code.  This is to ensure we are achieving the standards we have set and that there is 

compliance with the guidance given whilst ensuring that we continue to foster a culture of trust and maintain 

the goodwill of our staff.  Although spot checks and checks in response to a specific issue can happen at any 

time, there will also be an annual review across a range of reports and registers with any highlighted exceptions 

and unusual activity being investigated further.  The reports and registers reviewed will include: 

 The register of staff declarations of interests 

 The register of staff declarations on gifts and hospitality 

 The register of staff who have permission to use the Authority’s IT equipment, email and internet for 

personal use 

 The register of staff who have permission to engage in other business or take on additional employment 

 A headline report on internet surfing 

 A headline report on email traffic 

 Transaction history on payments to contractors 

If after reading the Code and the associated policies and guidance, you have any queries regarding the standards 

expected of you, please do not hesitate to contact Theresa Reid, Head of Human Resources. 

 Hickman avidD , Director of Corporate Strategy 

June 

 Development and 
 

20 71  

 

 

Please note forms for declarations and permissions under Policies and Guidance can be obtained through Old 

Useful Documents on the HUB, or on request from HR. 
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CODE OF CONDUCT FOR PEAK DISTRICT NATIONAL PARK AUTHORITY EMPLOYEES 

1. Standards 

Local government employees are expected to give the highest possible standard of service to the public, 

and where it is part of their duties, to provide appropriate advice to Members and fellow employees 

with impartiality.  Employees will be expected, through agreed procedures and without fear of 

recrimination, to bring to the attentions of the appropriate level of management any deficiency in the 

provision of service.  Employees must report to the appropriate manager any impropriety or breach of 

procedure. 

 

2. Disclosure of information – please also refer to guidance on Freedom of Information and Data 

Protection 

It is generally accepted that open government is best.  The law requires that certain types of information 

must be available to Members, auditors, government departments, service users and the public.  We 

may decide to put other information into the public domain.  Employees must be aware of which 

information we are open about and which has to be confidential or exempt from public access, and act 

accordingly. 

 

Employees may not use any information obtained in the course of their employment for personal gain or 

benefit, nor should they pass it onto others who might use it in such a way.  Any particular information 

received by an employee from a Member which is personal to that Member and does not belong to the 

Authority should not be divulged without the Member’s prior approval, except where such disclosure is 

required or sanctioned by law. 

 

Where specific valuable achievements or knowledge are gained directly as part of an employee’s work, 

the employee shall not make any personal financial gain by passing the benefit of that achievement of 

knowledge to another person. 

 

3. Political Neutrality 

Subject to the Authority’s conventions, Politically Restricted Postholders (PRP) may also be requested to 

advise political groups.  They must do so in ways which do not compromise their political neutrality. 

Employees who are not in PRP posts should not advise Member groups or Committees. 

Employees, whether or not politically restricted, must follow every official stated policy of the Authority 

and must not allow their own personal or political opinions to interfere with their work. 

 

4. Relationships 

Members – please see the Member Officer Relations protocol 

Employees are responsible to the Authority through the Chief Executive.  For some, their role is to give 

advice to Members and senior managers and all are there to carry out the work of the Authority.  Mutual 

respect between employees and Members is essential to good local government.  Close personal 

familiarity between employees and individual Members can damage the relationship and prove 

embarrassing to other employees and Members, and should therefore be avoided. 

The Local Community and Service Users 

Employees should always remember their responsibilities to the community they serve and ensure that 

the service they provide is at all times courteous, efficient and impartial. 

http://www.peakdistrict.gov.uk/looking-after/about-us/open-government/freedom-of-information
http://www.peakdistrict.gov.uk/looking-after/about-us/open-government/data-protection
http://www.peakdistrict.gov.uk/looking-after/about-us/open-government/data-protection
http://www.peakdistrict.gov.uk/__data/assets/pdf_file/0009/78174/protocol-member-officer-relations.pdf
http://chatsworth:9070/ecSDDisplayClassic.aspx?NAME=SD692&ID=692&RPID=80834&sch=doc&cat=13222&path=13073%2c13222
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Contractors, Planning Applicants and those applying for Authority Grants 

All relationships of a business or private nature either with existing or potential contractors, applicants 

for planning consent or grants, should be made know to the appropriate manager. Orders, the award of 

contracts and grants, and planning decisions, must be decided on merit and we must not show special 

favour to groups, individuals or businesses to which employees may be connected. 

Employees who engage with or supervise contractors, or who are involved in processing and 

determining planning applications under delegated powers, or have any other official relationship with 

contractors or applicants should declare any private or domestic relationship to the Director of 

Corporate Resources on the appropriate declaration of interest form.  

5. Appointment and other employment matters 

Employees involved in recruitment and selection must ensure that appointments are made on the basis 

of merit.  It would be unlawful for an employee to make an appointment which was based on anything 

other than the ability of the candidate to undertake the duties of the post.  In order to avoid any possible 

accusation of bias, employees must not be involved in an appointment where they are related or have a 

close personal relationship with the applicant. 

Similarly, employees should not be involved in decisions relating to discipline, promotion or pay 

adjustments for any other employee who is a relative, partner or friend.  

6. Personal Interests – please also see guidance on declaration of interests 

 

Employees must declare any financial or non-financial interests that they consider could bring conflicts 

with the Authority’s interests to the Director of Corporate Resources. 

 

7. Equality Issues 

All employees should ensure that they comply with the Authority’s agreed equality policies, in addition 

to the requirements of the law.  All members of the local community, visitors, customers and colleagues 

have a right to be treated equally and fairly.  

8. Separation of Roles during Tendering for Contracts 

 

Employees involved in the tendering process and dealing with contractors should be clear on the 

separation of client and contractor roles within the Authority. 

 

Employees who are party to confidential information on tenders or costs for either internal or external 

contractors should not disclose that information to any unauthorised persons or organisation. 

 

Employees should ensure that no special favour is shown to partners, current employees or recent 

former employees, close relatives or associates in awarding contracts to businesses run by them, or 

employing them in a senior or relevant managerial capacity. 

 

9. Fraud and Corruption – please see the Authority’s Anti-Fraud and Corruption Policy 

All employees must ensure that they are fully conversant with and are able to implement and comply 

with the Authority’s anti-fraud and corruption policy.  It is a serious criminal offence for an employee to 

corruptly receive or give any gift, loan, fee, reward or advantage in exchange for carrying out or not 

carrying out particular functions or activities, or for showing favour to or prejudice against any person in 

their official capacity. 
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In case of doubt advice should be sought from Andrea McCaskie, the Authority’s Monitoring Officer. 

10. Use of Financial Resources 

Employees must ensure that they use the public funds entrusted to them in a responsible and lawful 

manner.  They should strive to ensure value for money for the local community and to avoid legal 

challenge to the Authority. 

11. Hospitality – please see guidance on gifts and hospitality 

 

12. Sponsorship – giving and receiving 

 

Where an outside organisation wished to sponsor or is seeking to sponsor a local government activity, 

whether by invitation, tender, negotiation or voluntarily, the basic conventions concerning acceptance of 

gifts or hospitality apply. Particular care must be taken when dealing with existing or potential 

contractors. 

 

Where the Authority wishes to sponsor an event or service neither an employee nor any partners, 

spouse/relative must benefit from such sponsorship in a direct way without there being full disclosure of 

the interest to an appropriate manager.  Similarly, where the Authority, through sponsorship, grant aid, 

financial or other means, gives support in the community, employees should ensure that impartial advice 

is provided and that there is no conflict of interest. 

 

13. Use of the Authority’s IT equipment, email and internet facilities – please see the E-policy and 

guidance on use of the Authority’s IT equipment, internet and email system. 

 

14. Breaches of the Code of Conduct 

It should be noted that a breach of the code and its supporting policies and guidance will render the 

employee liable to disciplinary proceedings and may be regarded as gross misconduct with 

consequential action as described in the Authority’s Disciplinary Procedure.  
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Anti Fraud and Corruption Policy 
 

1. Introduction 
 

1.1 The Peak District National Park Authority (“The Authority”) aims to set high standards 
of service provision and is committed to upholding the reputation of the Authority and 
maintaining public confidence in its integrity.  
 

1.2 In fulfilling its responsibilities to protect the public funds it administers against fraud 
and corruption the Authority recognises the responsibilities placed upon it by statute 
and will actively promote this Anti-Fraud and Corruption Policy which is designed to : 
 

  promote standards of honest and fair conduct; 
 encourage prevention of fraud and corruption; 
 maintain strong systems of internal control; 
 promote detection; 
 pursue a zero-tolerance policy and bring to justice all persons who commit acts 

of fraud or corruption against the Authority; 
 recover any losses incurred by the Authority. 

 
1.3 The Authority expects that Members and staff at all levels will adopt the highest 

standards of propriety and accountability and will lead by example. 
 

1.4 The Authority also expects that individuals and organisations that come into contact 
with the Authority e.g. the public, suppliers and contractors, will act with integrity and 
without intent or actions involving fraud and corruption. 
 

2. Culture 
 

2.1 The culture of the Authority is one of honesty, openness, integrity, accountability and 
opposition to fraud and corruption.  The prevention and detection of fraud and 
corruption and the protection of the public purse is everyone’s responsibility. 
 

2.2 The Authority’s Members and staff play an important role in creating and maintaining 
this culture.  Managers should strive to create an environment in which their staff feel 
that they can raise any concerns they may have about suspected irregularities.  
Anonymity will be respected and staff can be assured that there will be no 
victimisation, and it will not affect their current employment situation or future 
prospects with the Authority. 
 

2.3 All members of the public, partners, organisations, suppliers and contractors 
associated with the Authority will act with integrity and they are encouraged to raise 
any issues that concern them through whichever channel they consider appropriate.  
 

2.4 Full details for reporting concerns internally can be found in the Authority’s 
Confidential Reporting Policy.  Concerns will be treated seriously and will be properly 
investigated in a confidential and impartial manner. 
 

2.5 The Authority will respect the Human Rights Act 1998 but it will use all possible lawful 
means to protect Authority services and finances from fraudsters and it will fully meet 
relevant legislative requirements relating to fraud and corruption. 
 

2.6 All suspected instances of fraud or corruption will be investigated. 
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 Prevention 

 
3. Control Systems 

 
3.1 The key documents, policies & procedures which together form the overall framework 

for the proper conduct of business within the Authority are listed in the Appendix. 
 

3.2 Under the Accounts and Audit Regulations 2003 the Authority has to maintain a sound 
system of internal control which facilitates the effective exercise of the Authority’s 
functions and includes arrangements for the management of risk. 
 

3.3 The Chief Finance Officer (Head of Finance) has a statutory responsibility under 
Section 151 of the Local Government Act 1972 to ensure proper administration of the 
Authority’s financial affairs.  In addition, under the Accounts and Audit Regulations 
2003, the Authority is required to maintain an adequate and effective internal audit of 
its financial records and systems of internal control. 
 

3.4 The Monitoring Officer (Head of Law) has a statutory responsibility under section 5.5 
of the Local Government and Housing Act 1989 and the Localism Act 2011 to ensure 
the lawfulness and fairness of decision making and with the Audit, Resources and 
Performance Committee to promote and maintain high standards of conduct. 
 

3.5 The Chief Executive and managers at all levels are responsible for ensuring that their 
staff are aware of the Authority’s policies and procedures and that their requirements 
are being complied with at all times.  They are also responsible for the operation, 
management and monitoring of the internal control systems within their service areas. 
 

3.6 Internal scrutiny of the Authority’s affairs occurs as a result of: 
 

  The Chief Finance Officer’s responsibilities to ensure the proper administration 
of the Authority’s financial affairs under Section 151 Local Government Act 
1972 and the reporting duties under Section 114 Local Government Finance 
Act 1988; 

 the responsibilities placed on the Monitoring Officer under Section 5 of the 
Local Government and Housing Act 1989 and; 

 the establishment of sound internal audit arrangements in accordance with the 
Accounts and Audit Regulations 2003. 

 regular reporting to the Members of the Authority  
 

3.7 External Scrutiny of the Authority’s affairs occurs as a result of involvement by : 
 

  Defra as the principal funding authority under the Financial Grant 
Memorandum 

 External Auditor appointed by the Audit Commission; 
 HM Revenue & Customs; 
 The Department for Work and Pensions; 
 the general public via the annual inspection of the accounts; 
 the Authority’s Complaints procedure; 
 Local Government Ombudsman; 
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3.8 Internal and External Audit regularly assess the adequacy, efficiency and 

effectiveness of the Authority’s financial systems having regard to the risks of fraud 
and corruption.  Any weaknesses identified will be reported to management who will 
ensure that corrective action is taken.  The Section 151 Officer (Chief Finance Officer) 
will use statutory power to enforce the required changes if necessary. 
 

4. Staff 
 

4.1 The Authority recognises that a key preventative measure against fraud and corruption 
is to take effective steps at the recruitment stage to establish, as far as possible, the 
honesty and integrity of potential staff.  In this regard, temporary and contract staff 
should be treated in the same manner as permanent staff. 
 

4.2 All staff recruitment will be in accordance with the Authority’s Recruitment Policy 
Procedure Rules. 
 

4.3 Staff are expected to follow standards of conduct laid down by the Authority’s Code of 
Conduct for Employees, their Conditions of Service, any other codes of practice and 
by the standards set by any professional bodies of which they are members.  
 

4.4 All staff are required to declare in a public register any offers of gifts or hospitality 
which are in any way related to the performance of their duties in relation to the 
Authority.  The Employee Gifts and Hospitality Register is held by the Monitoring 
Officer (Head of Law). 
 

4.5 Section 117 of the Local Government Act 1972 requires staff to declare any pecuniary 
interests in contracts that have been or are proposed to be entered into by the 
Authority. The legislation also prohibits the acceptance of fees or rewards other than 
by means of proper remuneration. The Register of Staff declarations of interests is 
held by the Monitoring Officer (Head of Law). 
 

4.6 Staff must also declare any pecuniary or non pecuniary interests in any business of 
the Authority e.g. planning applications or grant aid applications. 
 

5. Members 
 

5.1 Members are required to operate within : 
 

  The Authority’s Standing Orders; 
 The Members Code of Conduct; 
 The statutory rules and guidance for the registration and declaration of 

disclosable pecuniary, personal and prejudicial interests; 
 Guidance for Members on Gifts and Hospitality; 
 The Members Allowances Scheme; 
 Any locally adopted Protocols such as the Protocol on Planning. 

 
5.2 These matters are specifically brought to the attention of Members on appointment to 

the Authority and subsequent training. 
 

5.3 Members are required to provide specific information concerning their financial and 
other interests and keep this information up to date.  The Members Financial and 
Other Interests Register and the Gifts and Hospitality Register are held by the 
Monitoring Officer (Head of Law). 
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5.4 Adherence to these matters is overseen by the Authority’s Audit, Resources and 

Performance Committee which is responsible for the ethical framework of the Authority 
working closely with the Monitoring Officer (Head of Law). 
 

6. Detection And Investigation 
 

6.1 The Authority’s preventative systems, particularly internal control systems, provide 
indicators for detecting fraud and help to deter any fraudulent activity. 
 

6.2 The Chief Finance Officer or his/her authorised representative, shall have a right of 
access at all times to accounting records and documents, including computer data, of 
the Authority as appear to him/her to be necessary for whatever purpose. 
 

6.3 It is the responsibility of Chief Officers and Heads of Service to prevent and detect 
fraud and corruption.  However, it is often the alertness of Members, staff and the 
general public to the possibility of fraud and corruption that enables detection to occur 
and appropriate action to take place. 
 

6.4 Frauds are often discovered by chance or ‘tip-off’ and the Authority has in place 
arrangements to enable such information to be properly and promptly dealt with. 
 

6.5 All cases of suspected fraud or corruption should be reported using the Authority’s 
“Confidential Reporting Policy”.  
 

6.6 Cases of suspected fraud, misappropriation of money, materials or equipment, or any 
mismanagement of money or other assets, or any other irregularities, will be reported 
immediately to the Chief Finance Officer (Head of Finance) and Monitoring Officer 
(Head of Law) who will notify internal audit in all cases.   Following this notification the 
Head of Internal Audit will advise on an appropriate investigation process. Where an 
issue is being investigated under the policy the Chair and Vice Chair of the Audit 
Resources & Performance Committee will be briefed. 
. 

6.7 All investigations into suspected instances of fraud and corruption undertaken by the 
Authority shall comply with the requirements of the Human Rights Act 1998. 
 

6.8 Depending on the nature and anticipated extent of the allegations, the investigation 
process will ensure that all allegations and evidence are properly investigated and 
reported upon and will involve managers and other agencies such as the Police to 
achieve this. 
 

6.9 A robust approach will be taken in all proven cases of financial malpractice, fraud or 
corruption including where appropriate, use of the Authority’s disciplinary procedures.  
A similar approach will be taken in relation to any allegations that are found 
subsequently to be malicious.  Where a member of staff is a member of professional 
bodies the Authority will report known impropriety to the relevant Institution for them to 
consider appropriate disciplinary action. 
 

6.10 Proven cases of malpractice by a Member will also result in an investigation for a 
breach of the Code of Conduct. 
 

6.11 Where the outcome of an investigation establishes that financial impropriety has 
occurred and where it is considered that it is in the public interest to take proceedings 
offenders will be prosecuted by the Police or other regulatory bodies. 
 

6.12 The Authority will also aim to recover from the perpetrators any losses that it sustains 
as a result of fraud and corruption. 
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6.13 Where appropriate, the Authority will publicise the results of any action taken, 

including prosecutions, with regard to fraud and corruption activity perpetrated on the 
Authority. 
 

6.14 When it is found that fraud and corruption has occurred due to a breakdown in the 
Authority’s systems or procedures, Chief Officers and Heads of Service will ensure 
that appropriate improvements in systems of control are implemented in order to 
prevent a reoccurrence. 
 

7. Training 
 

7.1 The Authority recognises that the success of the Anti-Fraud and Corruption Policy and 
its general credibility will depend largely on how effectively it is communicated 
throughout the Authority and beyond. 
 

7.2 To facilitate this, all managers are responsible for ensuring that this Policy and the 
related policies and procedures to which it refers, are communicated to their staff in 
order to promote greater awareness of fraud and corruption.  
 

7.3 Managers should ensure that positive and appropriate training provision is made for all 
employees involved in key internal control systems to ensure that their responsibilities 
and duties in this respect are regularly highlighted and reinforced. Staff who ignore 
such training and guidance may face the possibility of disciplinary action. 
 

8. Conclusion 
 

8.1 The Authority has in place a robust network of policies, guidelines, systems and 
procedures which are designed to limit, as far as is practicable, acts of fraud and 
corruption and to detect and assist it in dealing with fraud and corruption should it 
occur.  All such measures will be kept under review to ensure they keep pace with any 
developments in fraud prevention and detection techniques. 
 

8.2 The Authority will maintain a continuous review of all the systems and procedures 
through the Director of Corporate Strategy and Development, Chief Finance Officer 
and the internal auditors. 
 

8.3 The Authority will continuously review the key policy documents including this Anti-
Fraud and Corruption Policy. 
 

 
 
 
 
 
 
 
 
 
 
 
Adopted by the Authority 23rd May 2008 (Minute Ref:37/08). Amended June 2009 and February 
2013 
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Appendix 

Internal Control Documents 

  The Grant Memorandum agreed with Defra; 

 Standing Orders and supplementary guidance; 

 Financial regulations; 

 Internal financial procedures; 

 Officer delegation scheme; 

 Procurement Strategy & Procurement Manual; 

 Risk Management policies and procedures; 

 Code of Conduct for Employees; 

 Officers Travel & Subsistence Scheme; 

 Gifts & Hospitality Guidance for staff; 

  Members Code of Conduct; 

 Members Allowances Scheme; 

 Gifts & Hospitality Guidance for Members; 

 Protocols: 

 Development Control and Planning Policy; 

 Member and Officers Relations; 

 Monitoring Officer; 

 H R Policies and Procedures; 

 e-Policy & Guide for users of information and communications technology; 

 Freedom of Information Act Procedures; 

 CIPFA Codes of Practice on: 

 Local Authority Accounting in the UK: A Statement of Recommended 
Practice; 

 Prudential Code for Capital Finance in Local Authorities; 

 Treasury Management in the Public Services; 

 Corporate Governance in Local Government; 

 Code of Corporate Governance; 

 Confidential Reporting Policy. 
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Confidential Reporting/Whistle-Blowing Policy 
 

1. Introduction  

1.1 The Authority is committed to the highest possible standards of openness, probity and 
accountability.  In line with that commitment the Authority encourages employees, 
contractors and others with serious concerns about any aspect of the Authority’s work 
to come forward and voice those concerns. 

1.2 This Policy is intended to encourage and enable people to raise serious concerns within 
the Authority rather than overlooking a problem or “blowing the whistle” outside.  This 
Policy provides a framework for concerns to be raised ‘in-house’ and in the public 
interest without fear of victimisation, subsequent discrimination or disadvantage. 

1.3 The Authority recognises that certain cases will have to proceed on a confidential basis 
so that the position of the ‘whistleblower’ can be protected. 

1.4 The policy and procedure takes account of the Public Interest Disclosure Act 1998 
and the Enterprise and Regulatory Reform Act 2013, which are incorporated into 
the Employments Rights Act 1996.  These Acts protect employees making 
disclosures about certain matters of concern, where those disclosures are made in 
accordance with the Act's provisions.  The Policy has been consulted with the relevant 
trade union and the Staff Committee and has their support. 

2. Aims of this Policy  

2.1 This Policy aims to:  

  encourage employees to feel confident in raising concerns and to question and 
act upon their concerns;  

 provide avenues for employees to raise these concerns and receive feedback 
on any action taken;  

 allow employees to take the matter further if they are dissatisfied with the 
Authority’s response; and  

 reassure them that they will be protected from reprisals or victimisation for 
whistleblowing in the public interest in accordance with this procedure.  

  avoid malicious and vexatious allegations 

2.2 This Policy is intended to cover concerns that fall outside the scope of other 
procedures, and include the following:  

  failure to comply with a legal obligation to which a person is subject (this may 
include breaches of statutory codes of practice);  

 conduct which is an offence or a breach of the law;  

 conduct that is contrary to the Authority’s Standing Orders or Policies or 
procedures (this may include conduct that falls below established standards or 
practice);  

  conduct that is in breach of the employee code of conduct;  
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 showing undue favour over a contractual matter or to a job applicant; 

 disclosures relating to possible miscarriages of justice;  

 conduct that endangers the health and safety of other employees and/or 
members of the public;  

 conduct that involves damage to the environment;  

 the unauthorised use of public funds; 

 suspected fraud or corruption. 

2.3 The above does not represent an exhaustive list of areas covered by this Policy. Any 
serious concerns that employees may have about any aspect of service provision or the 
conduct of employees or Members of the Authority or others acting on behalf of the 
Authority can be reported under this Policy, although they may be investigated under 
other appropriate procedures. 

3. Application and Scope  

3.1 This Policy applies to all employees including contract, casual, seasonal, volunteers 
and temporary staff and agency workers.  Where appropriate it also applies to 
contractors working for the Authority on Authority premises and suppliers. 

3.2 This Policy is in addition to and distinct from the Authority’s Complaint’s Procedure that 
provides a facility to those not employed by the Authority (e.g. service users, and 
members of public) to raise any concerns.  

3.3 This Policy is not intended to cover concerns that can be progressed under existing 
Human Resource procedures.  There are existing procedures in place to enable 
employees to lodge a grievance relating to their own employment.  Where an 
employee’s concerns relate to their own employment, either in terms of the treatment 
afforded to them or their terms and conditions of employment these should normally be 
raised through the Grievance procedure or appropriate Appeals procedures. 

4. Safeguards against harassment or victimisation  

4.1 The Authority is committed to good practice and high standards and wants to be 
supportive of all its employees.  

4.2 The Authority recognises that the decision to report a concern can be a difficult one to 
make, not least because of the fear of reprisal from those responsible for the matter that 
gives rise to the concern.  If concerns are raised in the public interest, there will be 
nothing to fear because employees will be doing their duty to the employer and to those 
for whom they are providing a service.  

4.3 Employees raising matters of concern internally are protected from harassment, 
victimisation, disciplinary action or dismissal or any other disadvantage at work (even if 
their disclosure of any wrongdoing or malpractice is not substantiated after 
investigation), provided they raise or disclose issues in the public interest.  

4.4 The Authority will not tolerate harassment or victimisation and will take such action as is 
necessary to protect employees when they raise concerns in the public interest under 
this Policy. The Authority will not tolerate colleagues who mistreat, bully or harass a 
whistleblower, such behaviour may lead to disciplinary action.  
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5. Confidentiality  

5.1 The Authority will use its best endeavours to protect an employee’s identity when 
he/she raises a concern and does not want his/her identity disclosed.  

5.2 If whistleblowers are required to give evidence in criminal or disciplinary proceedings, 
the Authority will arrange for them to receive advice and support.  

6. Anonymous allegations  

6.1 This Policy provides safeguards for employees who raise concerns. Employees are 
encouraged to put their names to any allegation.  A concern expressed anonymously is 
much less powerful and it is often difficult to gather sufficient evidence and check its 
reliability. In most cases it will be possible to keep one’s identity confidential without 
being anonymous.  

7. Rights and Responsibilities of Employees  

7.1 All employees are required to report any issue of concern regarding the provision of 
services or management of those services.  In the majority of cases, this will be done 
through the usual line management channels.  

7.2 Employees are expected to report concerns as soon as they arise and avoid any 
unnecessary delay in doing so.  

7.3 Other than raising concerns in the public interest, employees are not required to ‘prove’ 
the truth of any allegation.  However, a complainant will need to demonstrate that there 
are reasonable grounds for the concern, and will be expected to co-operate with any 
investigation that takes place.  

7.4 When any meeting or interview is arranged employees may be accompanied by a trade 
union official or a workplace colleague.  

8. How to raise concerns  

8.1 As a first step, employees should normally raise concerns with their immediate manager 
or Director.  This depends, however, on the seriousness and sensitivity of the issues 
involved and who is thought to be involved in the alleged wrongdoing or malpractice.  
For example, if an employee believes that the manager for their area of work is involved 
in the matter they intend to raise, or believes that the matter may not be dealt with 
properly, the concern may be raised directly with the relevant Director (Ruth 
Marchington, Simon Malcolm or John Scott), the Chief Executive (Sarah Fowler) or the 
Monitoring Officer (the Head of Law, Andrea McCaskie). 

8.2 All concerns of a financial nature should be raised first with the Chief Finance Officer 
(the Head of Finance, Philip Naylor) or the Monitoring Officer (the Head of Law, Andrea 
McCaskie) or the Internal Auditor (Ian Moton, Veritau). 

8.3 Preferably concerns must be raised in writing without undue delay setting out the 
background and history of the concern, giving names, dates and places where possible, 
and the reason for the employee’s particular concern.  If an employee feels that they 
are not able to raise the concern in writing at this point they may personally raise the 
matter with the appropriate officer.  However, at some stage the employee may be 
requested to put the concerns in writing although this may be done through the 
employee’s representative.  
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8.4 Employees can obtain advice and guidance on how matters of concern may be pursued 
from:  

  The Monitoring Officer (the Head of Law) 
andrea.mccaskie@peakdistrict.gov.uk – 01629 816358 

  The Deputy Monitoring Officer (the Democratic Services Manager) in the 
absence of the Monitoring Officer (the Head of Law); 
jason.spencer@peakdistrict.gov.uk – 01629 816344 

  The Chief Finance Officer (the Head of Finance); 
philip.naylor@peakdstrict.gov.uk – 01629 816366 

  The Head of Human Resources. 
theresa.reid@peakdistrict.gov.uk – 01629 816283 

9. How the Authority will respond  

9.1 Within ten working days of a concern being received, the Authority will write to the 
employee:  

  acknowledging that the concern has been received;  

  indicating how it proposes to deal with the matter;  

  giving an estimate of how long it will take to provide a final response;  

  telling the employee whether any initial enquiries have been made, and  

  telling the employee whether further investigations will take place, and if not, 
why not.  

9.2 Employees will also be provided with details of support available which will include 
access to counselling facilities.  

9.3 The action taken by the Authority will depend on the nature of the concern.  The matters 
raised may:  

  be investigated internally;  

  be referred to the external or internal auditor;  

  form the subject of an independent inquiry or 

  be referred to the Police. 

9.4 In order to protect individuals and those accused of possible wrongdoing or malpractice, 
initial enquiries will be made by the relevant senior officer to decide whether an 
investigation is appropriate and if so, what form it should take and which procedure is 
appropriate for the circumstances.  The overriding principle which the Authority will have 
in mind is the public interest.  

9.5 In deciding whether or not to investigate an allegation the Authority will take account of 
all relevant factors which will include:  

  the seriousness of the issues raised;  

mailto:andrea.mccaskie@peakdistrict.gov.uk
mailto:jason.spencer@peakdistrict.gov.uk
mailto:philip.naylor@peakdstrict.gov.uk
mailto:theresa.reid@peakdistrict.gov.uk
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  the credibility of the concern; and  

  the likelihood of confirming the allegation from other attributable sources.  

9.6 Some concerns may be resolved by agreed action without the need for formal 
investigation.  If urgent action is required this will be taken before any investigation is 
conducted.  

9.7 The amount of contact between the officers considering the issues and the complainant 
employee will depend on the nature of the matters raised, the potential difficulties 
involved and the clarity of the information provided.  

9.8 The Authority will take steps to minimise any difficulties which employees may 
experience as a result of raising a concern.  For instance, if it becomes necessary to 
give evidence in criminal or disciplinary proceedings, the Authority will provide the 
necessary advice about the procedure and give whatever practical support that is 
possible.  

9.9 The Authority accepts that employees need to be assured that the matter has been 
properly addressed and will ensure this happens.  

9.10 Subject to legal and confidentiality constraints, employees will normally receive 
feedback about the outcomes of any investigations within ten working days of the 
conclusion of the investigation. 

9.11 The Monitoring Officer (the Head of Law), in conjunction with the Director who has 
responsibility for the relevant department of the Authority, will be responsible for 
monitoring the outcome of the concerns raised through this Policy.  

10. Taking the concerns externally  

10.1 This Policy is intended to provide employees with an avenue to raise concerns within 
the Authority.  The Authority hopes that employees will be satisfied with any action 
taken under this Policy.  

10.2 There may be circumstances where an employee considers that they need to raise the 
matter externally.  This may be because, for example, the need to involve the 
appropriate external regulatory body or the employee considers that the matter has not 
been properly addressed, or that an employee reasonably believes that the matter will 
be or has been covered up.  

10.3 If an employee takes the matter outside the Authority confidential information should not 
be disclosed.  The Public Interest Disclosure Act 1998 does not provide blanket 
protection and could leave employees vulnerable to disciplinary or other action if they 
disclose confidential information in circumstances not covered by the Act.  

10.4 To qualify for the protection afforded by the Public Interest Disclosure Act 1998 an 
employee must ensure that any disclosure is protected within the meaning of the Act 
and that it complies with a set of specific conditions which vary according to whom the 
disclosure is made. 

10.5 If employees feel it is right to take the matter outside the Authority, the following are 
possible contact points:  

  the external auditor (If the employee does not wish to ask the Authority for 
contact details of the external auditor Public Sector Audit Appointments Limited 
will provide the information on request.) 
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  the Police; 

  an external regulatory authority; 

  employee’s relevant professional bodies or regulatory organisation;  

  employee’s trade union;  

  employee’s solicitor;  

  a relevant voluntary organisation; or Public Concern at Work. 

  The relevant prescribed person or body – A full list is maintained and published 
by the Department for Business, Energy and Industrial Strategy. 

 The Comptroller and Auditor General is the relevant prescribed person for the 
proper conduct of business, value for money, fraud and corruption in relation to 
the provision of public services. (See www.nao.org.uk/contact-
us/whistleblowing-disclosures/  for more information.) 

10.6 If an employee is unsure whether or how to raise a concern or wants confidential 
advice, contact can be made with the independent charity Public Concern at Work on 
020 7404 6609 or at helpline@pcaw.co.uk.  Their lawyers can provide free confidential 
advice on how to raise a concern about serious malpractice at work. 

11. The Officer Responsible  

11.1 The Monitoring Officer (the Head of Law), has overall responsibility for the maintenance 
and operation of this Policy.  A record of all concerns raised and the outcomes will be 
maintained.  The Officer will report as necessary on the operation of the Policy, but not 
on individual cases, to the Audit, Resources and Performance  Committee. 

 

 

 

 

 

 

 

 

Adopted by the Authority 23rd May 2008 (Minute38/08) – Amended October 2012 and October 
2013. Amended November 2015 by Audit Resources and Performance Committee (minute 
67/15) Amended December 2016 to reflect revisions to the list of prescribed persons set out in 
the Public Interest Disclosure (Prescribed Persons) Order 2014 
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1 This list is not exhaustive 
2  of a sexual, violent or discriminatory nature 
 

Personal use of PDNPA Email – Internet – Social Media – IT Equipment 

The requirement for you to obtain permission for any personal use of work’s email system, 

the internet and IT equipment is governed by our Information Management Policies 

Framework and includes: 

Email: 

You should not use email either during or out of work time: 

 to copy or transmit software, documents or other information that is protected by 

copyright law. 

 to abuse, threaten or harass others, send defamatory, obscene, sexist or racist 

messages or jokes, or use inappropriate language. 

 to send or forward electronic chain letters/emails or an any other way publish junk 

mails (otherwise known as SPAM) 

 to obtain or send inappropriate text and images 

 to promote any form of criminal activity 

 in connection with, or to promote your private trade or business (please ask if you are 

unsure) 

 to advertise – use the notice board by the copydeck (near the Planning Service 

offices) 

You must not give your work email address as a contact address for anything other than in 

connection with our business. You may access web-based personal email accounts as long 

as these are used in accordance with the policy. 

Internet: 

During work time you should not use internet facilities for1: 

 accessing correspondence intended for someone else 

 breaking through security controls on either internal or external computer equipment  

or giving someone else the information they need to do so 

 accessing or transmitting computer viruses or carrying out any activities that could 

cause congestion or disruption of computer networks and systems 

 obtaining or sending inappropriate text and images2 

 infringing copyright laws 

 downloading or uploading any document, information or software (such as videos, 

movies, games, music, screensavers) protected by copyright 

 knowingly doing anything which is illegal or unlawful 

 signing up to inappropriate mailing lists 

 any activities related to private trade or business (in which you are involved) 

 hacking, gambling or instant messaging 

Please note that personal purchases made over the internet are your responsibility.  Access 

to certain websites is blocked unless permission has been granted in connection with your 

work. 

Social media 

http://www.peakdistrict.gov.uk/__data/assets/pdf_file/0004/385168/PDNPA-Information-Management-Policies-Framework-July-2013.pdf
http://www.peakdistrict.gov.uk/__data/assets/pdf_file/0004/385168/PDNPA-Information-Management-Policies-Framework-July-2013.pdf


Personal use of social networking sites and video interactive sites are not permitted during 

work time. 

Social media offers many opportunities and is supported by us as a way to reach out and 

engage with the public to promote the National Park and our work.  

When using social media you need to bear in mind the same principles, ethical standards 

and confidentiality requirements that apply to the ‘offline’ world and traditional media 

channels.  Make it clear that any views expressed are your personal views, but remember 

what you say could still have implications for the reputation of the Authority and could bring 

your conduct into question.  

Talk to the Communications and Marketing Team before opening any social media account 

– they can provide training and support and arrange the appropriate access. 

IT Equipment: 

You must not either in or out of work time: 

 load (or download from the internet) any program onto a PC or laptop without 

permission from IT 

 use unencrypted memory sticks with work issue PCs or laptops  

 use work issue memory sticks/cards, CDs/DVDs for personal use.   

 install games, freeware, shareware, screensavers and browsers on work equipment 

 make personal use of work’s printing/scanning/copying facilities unless paying for the 

service 

Use of equipment and software is monitored in accordance with Part 3 of the Employment 

Practices Code issued by the Information Commissioners Office (ICO) 

https://ico.org.uk/media/for-organisations/documents/1064/the_employment_practices_code.pdf
https://ico.org.uk/media/for-organisations/documents/1064/the_employment_practices_code.pdf


Talk to the Communications and Marketing Team before opening any social media account – they can 

provide training and support and arrange the appropriate access. 

IT Equipment: 

You must not either in or out of work time: 

 load (or download from the internet) any program onto a PC or laptop without permission from IT 

 use unencrypted memory sticks with work issue PCs or laptops  

 use work issue memory sticks/cards, CDs/DVDs for personal use.   

 install games, freeware, shareware, screensavers and browsers on work equipment 

 make personal use of work’s printing/scanning/copying facilities unless paying for the service 

Use of equipment and software is monitored in accordance with Part 3 of the Employment Practices 

Code issued by the Information Commissioners Office (ICO) 

https://ico.org.uk/media/for-organisations/documents/1064/the_employment_practices_code.pdf
https://ico.org.uk/media/for-organisations/documents/1064/the_employment_practices_code.pdf
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STAFF DECLARATION OF INTEREST FORM (HR 29) 

 

Name:  ___________________________________ 

Job Title: __________________________________ 

I wish to register the following personal interest(s) in a matter which is being handled by the Authority as 
part of its business and where there could be a perception of conflict between my personal interest and 
public duties: 
 
A My interests  
 

Nature of interest (1) 
 

Relating to (2) 

  
 
 
 
 
 

 
(1) Please state if a financial interest (i.e. you stand to gain or lose financially) or a non financial interest 
(i.e. you stand to gain or lose some non financial advantage or benefit)  
(2) Please state what your interest relates to (e.g. a planning application, a grant application, a contract 
for supplies, a tender for a contract, a legal agreement) and give enough detail so that it is clear  
 
B  Interests of my partner, a member of my family and close friends (these have to be declared to 
ensure there is no perception that you could use your influence or knowledge to the benefit of 
your family or close friends)  
 

Name and 
Relationship to you 
(3) 

Nature of interest 
(4) 
 

Relating to (5) 

   
 
 
 
 
 

 
(3) Please state the relationship of the person to you e.g. partner, brother, sister in law, son, friend  
(4) Please state if a financial interest or a non financial interest  
(5) Please state what the interest relates to (e.g. a planning application, a grant application, a contract 
for supplies, a tender for a contract, an employment application, a legal agreement) and give enough 
detail so that it is clear  
  
I confirm that I will not be involved in the processing of the matter nor in any way attempt to advise or 
influence the decision made by the Authority or its staff other than by use of my rights as an ordinary 
member of the public (and in this respect I will ensure that my behaviour and actions can be clearly seen 
by others as no more than a customer of the Authority) 
 
I understand that this completed form will be copied to the relevant service for the case file if appropriate 
and kept in a register of staff interests by Democratic Services staff on behalf of the Monitoring Officer.  I 
am aware that this register will be open to inspection by persons who need access e.g. the auditors and 
the Ombudsman and that non personal information from it could also be used to respond to any public 
enquiries/complaints.   

Peak District National Park Authority  
Please read the guidance overleaf and send completed forms to 
Democratic Services,  Aldern House 
 

 



-  

I understand that the Monitoring Officer will review the register of interests each year along with other 
checks as detailed in the guidance to staff on monitoring. 
 
I have informed my line manager(s) named …………………………………………………………………of 
the above and my line manager(s) confirms this. 
 
Officer Declaring Interest: 
 
Signed:…………………………………………………………………………………………Date:………….…  
 
Line Manager(s): 
 
Signed:…………………………………………………………………………………………Date:………….…  
 
 
Office Use:  
Copied by Democratic Services to:…………………………………………………………..Date………………. 
Reviewed and categorised by Monitoring Officer…………………………………………..Date………………. 
 
 
Guidance:  It is your responsibility to decide whether you have a personal interest in a matter being 
handled by the Authority.  In making this judgement you should also think about what a reasonable 
member of the public might think.  The following guidance is provided to help you.  
 
The requirement for you to declare an interest is governed by legislation, the employee code of conduct 
and the Authority’s Anti Fraud and Corruption Policy. The key messages from these are: 
 

1. You are required to declare any financial interest in any business conducted by the Authority  
2. You are required to declare any non financial interest in any business conducted by the Authority  
3. You are required to declare both your interests and those of your partner, a member of your 

family and close friends (where known) 
4. This includes for example interests relating to a planning application, a grant application, a 

contract for supplies, a tender for a contract, a legal agreement, an employment application of a 
relative/friend.  It also includes interests in connection with a business where you have already 
obtained (through your line managers and registered with HR and Performance) authority to 
engage in another business or additional employment  

5. Orders and contracts, grants and planning decisions must be decided on merit and no special 
favour may be shown to businesses run by for example friends, partners or relatives.  This also 
applies to current or recent former employees or their partners, close relatives or associates in 
awarding of contracts to businesses run by them or employing them in a senior or relevant 
managerial capacity 

6. In declaring an interest you are expected to ensure you are not involved in processing a matter 
and in no way attempt to influence or advise on the issue/decision made by the Authority 

7. This includes any decisions made on recruitment, discipline, promotion or pay adjustments for 
any potential or existing employee who is a relative, partner or friend 

 
These arrangements are important because: 
 
a) They protect staff.  If there is something in your life away from work that may be thought relevant to 

your employment with the Authority, it is important to be able to demonstrate that this has been dealt 
with appropriately.  This will protect you from any accusations that you have a “hidden agenda”, or 
are seeking to use your official position for the advantage of yourself, your family or your friends. 

 
b) They protect the reputation of the Authority.  We need to be able to show that, in any situations 

where there may be a conflict between personal interests and public duties, decisions have been 
taken purely in the public interest.  Perceptions are almost as important as reality in this area.  It is 
important not only that we do act properly, but that we can demonstrate that we have done so. 

 
Please do not hesitate to contact Andrea McCaskie, the Monitoring Officer or Jason Spencer, Deputy 
Monitoring Officer if you have any queries on whether to declare an interest or not. 
 



 

 

 

Peak District National Park Authority 
 

 

 

Aldern House  Baslow Road   Bakewell   Derbyshire   DE45 1AE    Tel:  01629 816200   Fax: 01629 816310 

E-mail: customer.service@peakdistrict.gov.uk 

 

This declaration should be completed even though an offer has been declined. 
 
Please complete and pass to the Democratic Services Team so that the declaration can be entered in the 
Register. 

 

Staff Declaration of Offers of Gifts or Hospitality 
 
Name:………………………………………………………………………………………………………. 
 
 
Position:……………………………………………………………………………………………………… 
 
 
Description of gift or hospitality offered:……………………………….………………………………… 
 
……………………………………………………………………………………………………………….. 
 
……………………………………………………………………………………………………………….. 
 
Why was this gift or hospitality offered? (If known please say so) 
 
……………………………………………………………………………………………………………….. 
 
……………………………………………………………………………………………………………….. 
 
Offer made by: 
 
Name:……………………………………………………………………………………………………….. 
 
Address:……………………………………………………………………………………………………. 
 
……………………………………………………………………………………………………………….. 
 
Date offer received:…………………………………………………………………………………………… 
 
Accepted or Declined:……………………………………………………………………………………… 
 
…………………………………………………………………………………………………..…………… 
 
Estimated value of gift or hospitality……………………………………………………………..……... 
 
If you have accepted this gift or hospitality are you satisfied that such acceptance fully complies with 
the Authority’s Gifts & Hospitality Guidance given overleaf?                           YES/NO 
 
 
Signature…………………………………………………………………………………………………….. 
 
 
Date:…………………………………………………………………………………………………………. 
 



Gifts and Hospitality Guidance 
 

1.  In principle you are expected to refuse any gifts and hospitality offered to you by any person or 
body that has, or seeks, any dealings with the Peak District National Park Authority. 

 

2.  However, you may accept: 

 Gifts of a token/marketing nature, such as a pen, diary, calendar or key ring which often can be 
kept in the workplace.   

 Hospitality, such as lunches/evening meals, if there is a genuine need for you to impart information 
or represent the Authority.  Offers to attend functions should only be accepted where they are part 
of the life of the community or where the Authority needs to be seen to be represented. 

 Hospitality through attendance at sponsored conferences and courses where it is clear the 
hospitality is corporate rather than personal, where the Authority gives consent in advance and 
where the Authority is satisfied that any purchasing decisions are not compromised.   

 

 Please check with your manager if you are unsure. 
 

3.  You must not accept: 

 Hospitality of any description from contractors/consultants during the tendering period of a contract  

 Gifts or hospitality (other than a simple hot or cold drink) from any current or potential planning or 
grant aid applicant  

 Payment of expenses or hospitality where visits to inspect equipment etc are required, to avoid 
jeopardising the integrity of subsequent purchasing decisions. 

 

4.  Declining gifts and hospitality: 
If you need to decline an offer of a gift or hospitality, those making the offer should be thanked and told 
why acceptance is not appropriate.  If a gift needs to be returned, care must be taken not to offend the 
giver.  Sometimes it may be more appropriate to thank the giver in writing and suggest that the gift 
could be given to Democratic Services to enter into our annual charity raffle if he/she agrees. 

 

5.  Thank you gifts 
On some occasions staff receive a gift as a ‘thank you’ for excellent service provided e.g. flowers and 
cakes.  Perishable gifts of this nature which cannot be returned or entered into a raffle can be 
accepted as long as they are of nominal value, are not as a result of 3 above, your manager is advised 
and acceptance is recorded   

 

6.  Recording offers whether accepted or not 

All offers of gifts and hospitality, no matter how small, and whether or not they are accepted MUST be 
declared as soon as possible.  They must be registered on the relevant form kept by Democratic 
Services.  This form asks you to record the value of a gift/hospitality, why you have been offered a 
gift/hospitality and the organisation/individual that has offered it. On receipt of the form, Democratic 
Services make an entry in the official register which is a public, auditable record.  Please note that the 
register is reviewed annually by the Monitoring Officer alongside other checks as detailed in the 
guidance to staff on monitoring in the employee code of conduct.  

 

7.  Please remember that the acceptance of gifts/hospitality could result in misunderstandings by the 
public or even accusations of bribery and corruption.  So before you accept anything always ask: why 
am I being offered a gift or hospitality? What would the public perception be of accepting an offer?   

 

Advice on gifts and hospitality is given in our Employee Code of Conduct which is part of the terms and 
conditions of employment for all members of staff.  We have been waiting for a new Code from the 
government for some time which may include amended guidance on gifts and hospitality.  In the meantime the 
guidance given above will continue to apply.  
 

Please contact the Head of Law or the Democratic Services team if you need advice now or at any time in the 
future. 
 
Andrea McCaskie 
Head of Law and Monitoring Officer 
March 2012 
A.139      M/shared/Comserve/Gifts & Hospitality/ Declaration Form & Guidance Staff March 2012.doc 



 
HR24 – Request to engage in another business or take 
on an additional appointment                         

 

 

To 
    /    /Head of Human Resources 
 Head of Service   Director 

 

From  

 

Post Title   
Contracted 
Hours per week 

 

 

Details of other business/additional appointment 

 

The role is: (please tick/complete all relevant boxes) Hours  

(please indicate average no. of hours 
per week or month) With effect from:  

In my own time  Paid  
Required 
indefinitely 

 Weekly 
 

Occasionally 
be in Authority 
time – see Note 

5, for a public duty 

  Unpaid  
Will end 
on: (insert 

date) 
 Monthly 

 
 

In accordance with the Authority’s Standing Orders, I apply for permission to engage in another 
business/take on additional appointment, as detailed above. 

I confirm that: 

a) this external interest will be subordinate to my work as an officer of the Authority; 
b) that as part of my work at the Authority I will not be involved in the processing of any matter or in 

any way attempt to influence any decision that might be connected to my additional appointment or 
another business and that I will immediately report a conflict of interest or potential conflict should 
one arise; 

c) I am aware that this form will be kept on a register in Human Resources and is available for public 
inspection; 

d) I understand that the register will be reviewed periodically alongside other checks requested by the 
auditors as detailed in the guidance to staff on monitoring in the Code of Conduct for Employees. 

Signed  Date  



Head of Service comments including any mitigating action to avoid potential conflict of interest: 

 

 
Recommended for acceptance  Not recommended for acceptance 

Signed  Date  

 

 

Director's 
decision: 
 

 
I approve this application from the date shown 
  

 I do not approve this application for the following reason(s): 

 

Signed  Date  

 

Notes 

1. Employees’ off-duty hours are their personal concern but they should not subordinate their duty to their private 
interests or put themselves in a position where their duty and their private interests conflict.  The Authority will not 
attempt to preclude employees from undertaking additional employment but any such employment must not 
conflict with or react detrimentally to the Authority’s interests, or in any way weaken public confidence in the 
conduct of the Authority’s business. 
 

 Consequently, the Authority’s Standing Orders require that employees graded within Scale H and above may not 
engage in any other business or take up any additional employment of a casual nature without the express 
consent of the appropriate Director.  (Directors will require the consent of the Chief Executive.  The Chief 
Executive will require the consent of the Chair and Deputy Chair of the Authority). 

 
2. Employees must not exceed the maximum hours required under the Working Time Directive (no more than 48 

hours per week averaged over 17 weeks) when the work with the Authority and additional work are considered 
together.  
   

 Advice should be sought from the Head of Human Resources, in advance, if aggregated hours are likely to 
exceed the Working Time Directive limit.   

 
3. On completion, this form should be sent to the Head of Human Resources who will advise the applicant of the 

decision and retain the form on a register of declarations. 
  

 As the register of declarations is open to public inspection, all comments made should be relevant and 
professional. 

 


